Report to Lead Member Corporate Services 1st July 2002  - Completed Investigations 


Reference
Allegation
Results of Investigation

F72/2001
Alleged running of dating agency.
Forensic analysis of the PC has revealed:

· Over 10,000 images retrieved from the hard drive.

· Pictures of Russian women.

· Websites administered on the PC (Olgaedwards.com).

· Letters that discuss obtaining visas.

Aliens Section at GMP has submitted the data provided by Audit to the Immigration Commissioner and Immigration Service and they have advised that no offence has taken place. The member of staff has been on sick leave since January 2001. The Head of Law & Admin, (Investigating Officer), has conducted a visit to the staff member’s home address in accordance with the Council’s Sickness Policy.

The Officer has retired on health grounds.



F76/2001
Theft of money from payments received from NNDR payers. 
An officer at Blackfriars Housing Office removed payments from Business ratepayers’ accounts and on one occasion credited his own Council Tax account. A disciplinary hearing has been held and the Officer was found guilty of three counts of theft. An appeal hearing upheld the decision to dismiss the officer.



F104/2001
Sadism and masochism video distributed via e-mail.
A video depicting a female repeatedly kicking a man in the genitals was found to have been distributed via e-mail. The matter was reported to the Head of Finance who reported that the matter will be considered as part of a wider review of email use in the Directorate.



F106/2001
Soft porn found on member of staffs’ computer
A complaint was received from a member of staff concerning pornography on a computer. The video in F104 above was also found on this computer. The PC was examined by Internal Audit and inappropriate material was found, although the material was not considered serious enough to instigate formal disciplinary procedures against the member of staff concerned. The Manager of the Financial Support Group issued a verbal warning to the officer concerned.



F109/2001
E-mail and internet abuse regarding racist, sexist and pornographic material.
An Officer in the E-merge Team resigned after an investigatory interview was held. A complaint had been received from a separate Directorate concerning the transmission of offensive e-mails. Analysis of his computer found evidence of sexist, racist, lewd and offensive material. The Officer had also made offensive statements about colleagues and senior management, and had by-passed the firewall. Illegal software had also been installed to erase all traces.



F110/2001
E-mail and internet abuse regarding racist, sexist and pornographic material.
The email account for this person had been cleared when examined. Inappropriate emails from this person were, however, found in other people’s mailboxes. The member of staff received a verbal warning.



F112/2001
E-mail and internet abuse regarding racist, sexist and pornographic material.
Although the majority of emails had been deleted, some inappropriate emails had been retrieved from other people’s mailboxes. The member of staff received a verbal warning.



F116/2001
E-mail and internet abuse regarding racist, sexist and pornographic material.


Examination of the member of staff’s computer revealed a large volume of non-work related email activity. The member of staff received an informal warning.

F123/2002
Inappropriate email usage by member of staff in Financial Support Group.


The email account for this person had been cleared when examined. The member of staff received an informal warning.

F124/2002
Inappropriate email usage by member of staff in Financial Support Group.
The email account for this person had been cleared when examined. The member of staff will be spoken to as part of a larger group about his involvement in this issue.



F125/2002
Inappropriate email usage by member of staff in Salford Direct.
A large volume of personal email traffic was found in this person’s email account. The member of staff had received a previous warning regarding inappropriate use of the email facility. The member of staff was informed that her behaviour was unsatisfactory and the situation is to be monitored.



F126/2002
Excessive overtime claims submitted by member of IT Services staff.
The matter was raised with the Desktop Services Manager who is aware of the situation, but stressed that the overtime is warranted. His certification of overtime claims is based on verifiable outputs.



F129/2002
Inappropriate use of email facilities by a member of staff in Salford Direct.
Excessive use had been made of the Authority’s email facility to transmit pornography, offensive images and messages of a lewd nature. Conversations regarding the supply and use of drugs were also found. The member of staff resigned during the course of an investigatory interview.



F130/2002
Inappropriate use of email facilities by a member of staff in Salford Direct.
Excessive use had been made of the Authority’s email facility to transmit messages of a lewd nature. Conversations regarding the supply and use of drugs were also found. A verbal warning was issued to the member of staff.



Reference
Allegation
Findings to Date

F91/2001
Inappropriate material found on Zip disks held in IT Services.
A preliminary analysis has been conducted on fifteen disks. Some of the disks contain offensive images, which could contravene Obscene Publications. The time stamps on the disks indicate the information was obtained during office hours. Investigations are continuing.



F111/2001
E-mail and internet abuse regarding racist, sexist and pornographic material.
Arising out of F109, enquiries are progressing regarding the volume and nature of e-mails sent by this member of staff.



F119/2001
Complaint received from an Officer in the FSG regarding sexual harassment.
Analysis of the alleged harasser’s e-mail account has revealed 297 instances of inappropriate communication. The Financial Support Group Manager has been apprised of the information and is dealing with this as part of a wider disciplinary matter.



F133/2002
Attempt to cash a fraudulent cheque for £38,875.26.
The cheque was intercepted by the Co-Operative Bank. Investigations into internal procedures are complete. The Police are currently investigating issues surrounding the bank account that the cheque was presented through.
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