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	TITLE: Internet & E-mail Usage Policy








	RECOMMENDATIONS :

To approve this policy for adoption across Salford City Council (all sites):

· To support the Corporate Information Security Policy

· To ensure that a consistent and appropriate use is made of the council’s internet & e-mail services

· To ensure the Council’s reputation and information is protected in a suitable manner



	EXECUTIVE SUMMARY :

The purpose of the Corporate Information Security Policy (CISP) is to protect SCC information and information-holding assets from all threats, whether internal, external, deliberate or accidental. One of these threats is the method of communication through the use of the internet and e-mail, in particular for those business units who require transmitting sensitive or critical information by such mediums. 

The CISP is supported by a number of sub policies. The Internet & E-mail Usage Policy (I&EP) is one of these supporting policies.

The Internet is a vast repository of information and is an invaluable tool for users across the council. It is the philosophy of the council that access to the Internet is made available to all users as an aid to carrying out their duties in serving the citizens of Salford, but also to ensure they are able to be part of the online community and growth in the world wide web.

E-mail is increasingly being used by the authority to conduct both its internal and external business, and it is important that the same degree of care is taken in writing e-mails as would be taken with other formal business documents (letters, memos, etc.). When e-mail goes out from the council, it should be assumed that the general public will view that message as an official communication.

The I&EP policy is intended to describe the acceptable use of Salford City Council’s e-mail and internet services. As part of our commitment to ensuring the suitability of our information security policies, a revised and updated version is being put forward



	BACKGROUND DOCUMENTS : Corporate Information Security Policy
 



	ASSESSMENT OF RISK :
Medium



	SOURCES OF FUNDING :
N/A



	COMMENTS OF THE STRATEGIC DIRECTOR OF CUSTOMER AND SUPPORT SERVICES (or his representative)



	1. LEGAL IMPLICATIONS
	Provided by :
	N/A

	2. FINANCIAL IMPLICATIONS
	Provided by :
	N/A

	PROPERTY (if applicable): Applies to all council locations.



	HUMAN RESOURCES (if applicable):  N/A



	CONTACT OFFICER :
David McIlroy





Assistant Director





Customer & Support Services





(Tel: No: (0161) 793 3905))





	WARD(S) TO WHICH REPORT RELATE(S) :
Council internal only



	KEY COUNCIL POLICIES :


1. Corporate Information Security Policy           Live





	DETAILS
N/A



	See attached.
N/A





