MONEY LAUNDERING

Background

Money laundering is concerned with concealing the proceeds of crime ('dirty money') in seemingly innocuous transactions and investments.  This involves integrating dirty money into the mainstream economy ('cleaning' or laundering' it) to safeguard it against loss or theft and to provide legitimate money for its controllers.

Various aspects of money laundering are covered in several pieces of legislation.  Money laundering was first criminalised in the UK in 1986 under the Drug Trafficking Offences Act, and the Money Laundering Regulations 1993 imposed strict requirements on the financial services sector to introduce counter measures.

Public sector auditors are now affected by the:

· Proceeds of Crime ACT 2002 which defined money laundering offences; and

· UK Money Laundering Regulations 2003 (SI 2003/3075), which applied the EU directive on money laundering (EC/97/2001) and replaced the 1993 regulations.

The 2003 regulations apply from 1st March 2004 and affect accountants and auditors by:

· extending the requirement for the key counter measures (clear client identification, retention of records and reporting of suspicions) to individuals working as accountants and auditors in all sectors – not just the regulated financial services sector;

· extending the scope of regulations to individuals – not just corporate bodies;

· requiring accountants and auditors to train staff to recognise transactions that may indicate money laundering and to ensure that staff are aware of part 7 of the Proceeds of Crime Act 2002 which deals with money laundering; and

· requiring all organisations which provide accountancy and audit services to appoint a nominated officer (known as a money laundering officer under the 1993 regulations) to receive their staffs disclosures on suspicions of money laundering and to forward these to the National Criminal Intelligence Service.

For the moment SAS 120 and PN 12 are applicable and PN states that:


' ….. auditors of a public sector entity may be required to report on its compliance with requirements to ensure the regularity and propriety of financial transactions.  Activity connected with money laundering is likely to be explicitly or implicitly in breach of those requirements.'

Why is this important?
There is the potential for public sector bodies to receive "dirty money" through day-to-day transactions.  For example, "dirty money" could be used to fund contracts.  Bodies therefore need to be aware of the potential for such activity and have arrangements in place to identify any unusual payments.

UK Money Laundering Regulations 2003

WHAT DO WE HAVE TO DO?


Where business relationships are formed, or one-off transactions are carried out, in the course of relevant business, the persons carrying out such relevant business are required to maintain certain identification procedures.

If in any one off transaction it is known or suspected that the transaction involves money laundering or a payment of £10,000 or more is to be made by or to the business applicant the identification procedures below must be followed.  The procedures also apply to two or more one off transactions where the transactions appear to be linked (whether at the outset or subsequently) and involve in total a payment of £10,000 or more by or to the business applicant.

Identification Procedures

The requirement is that the business applicant must produce satisfactory evidence of their identity as soon as is reasonably practicable, or measures need to be taken in order to produce satisfactory evidence of their identity.

There is a greater potential for money laundering if the business applicant is not physically present when being identified.  Where satisfactory evidence of identity is not obtained, the business relationship / one-off-transaction should not proceed any further.  If the business applicant acts or appears to act for another person, reasonable measures need to be taken to identify that person.

Record Keeping Procedures

Procedures must be maintained which retain records for the period of at least the last 5 years commencing on the date the relationship ends.  These records should contain:

1. Evidence of identity from the above procedures

2. Copy of that evidence

3. Information as to where a copy of that evidence may be obtained; or 

4. Information enabling the evidence of identity to be re-obtained (only when it is not practicable to comply with points 2 and 3); and
5. A record containing details relating to all transactions carried out in the course of relevant business

Internal Reporting Procedures

Internal reporting procedures must also be maintained which require that:

· A person be nominated to receive disclosures (nominated officer)

· Anyone to whom information comes in the course of relevant business as a result of which they know is / suspects or has reasonable grounds for knowing or suspecting that a person is engaged in money laundering must, disclose it to the nominated officer or a person authorised for the purposes of the regulations by the Director General of the National Criminal Intelligence Service

· When disclosure is given to the nominated officer they must determine whether it gives rise to knowledge / suspicion or reasonable grounds – if they determine it does, they must disclose the information to a person authorised for the purposes of the regulations by the Director General of the National Criminal Intelligence Service

It is also required that employees are trained in accordance with the law relating to money laundering.  A person who fails to maintain the procedures or carry out the training is guilty of a criminal offence and liable on conviction to imprisonment for a term not exceeding 2 years, to a fine of up to £5000 or to both.
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