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	REPORT OF THE DIRECTOR OF CUSTOMER & SUPPORT SERVICES



	TO: The Lead Member for Customer & Support Services 
ON 



	TITLE:  MONITORING OF COMMUNICATIONS POLICY







	RECOMMENDATIONS :

· To approve the adoption of the Monitoring Of Communications Policy


	EXECUTIVE SUMMARY: 
· The Telecommunications (Lawful Business Practice) (Interception of Communications) Regulations 2000 came into force on 24th October 2000.  Their purpose is to give businesses a lawful basis for the interception of business communications without the users’ consent for a range of purposes.  The regulations cover all types of communications including those that are Internet based, by fax, by telephone and by e-mail and allow businesses, government department, and any public authority to monitor or record communications.

· Salford City Council will monitor communications in accordance with the above regulations.  Employees will be made aware when any monitoring is taking place and might not necessarily be asked for consent.

· Managers must ensure that they adopt this policy whenever monitoring is being undertaken.  Employees must be made aware when any monitoring is taking place

· Proportionality, justification and transparency will need to be considered in all cases in order to comply with The Data Protection Act and The Human Rights Act.  (See Appendix 1)
· This policy is intended to promote awareness of the council’s intention to monitor communications, undertaken by employees.

This policy is intended to inform managers of the correct procedures which are to be adopted, whenever monitoring is undertaken. It acts as an overarching policy, underneath which, bespoke monitoring policies must sit.  

NB This policy does not cover covert monitoring 


	BACKGROUND DOCUMENTS :




	ASSESSMENT OF RISK :
Medium



	SOURCES OF FUNDING :
None



	COMMENTS OF THE STRATEGIC DIRECTOR OF CUSTOMER AND SUPPORT SERVICES (or his representative)



	1. LEGAL IMPLICATIONS
	Provided by : Corporate Information Officer 
	Failure to Monitor appropriately would lead to breach of The Data Protection Act 1998 , Human Rights Act 1998 and other related legislation.

	2. FINANCIAL IMPLICATIONS
	Provided by :
	N/A

	PROPERTY (if applicable): N/A



	HUMAN RESOURCES (if applicable): Mike Bleese


	CONTACT OFFICER :
Teresa Webb / David Sackfield





	WARD(S) TO WHICH REPORT RELATE(S) :
N/A



	KEY COUNCIL  POLICIES :
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